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» | ogin Password Reset(Personal Customer)

Login Page — Personal — Personal Login — Initialize password(Personal Customer) — Registration(Reset Login Password)

Corporate Customer service About Us

menu © NETHERLANDS @ Personal Lagin u

# HOME = Personal information = Initialize password (Personal Customer)

Initialize password (Personal Customer)

Only customers with a certificate or an OTP can register or reset their password

Select initialize password

Select password @ Initialize login password
Initialize transfer password
Initialize login/transfer password

Customer information

Branch Amsterdam -

D

Customer verification number ?
Account number ] u?

* Use keypad shown on the screen with your mouse for better security

Initialize login password

Password

Confirm password
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» Login Password Reset(Corporate Customer)

Login Page — Corporate — Corporate Login — Initialize password(Corporate Customer) — Registration(Reset Login Password)

Personal Corporate Customer service About Us

©  NETHERLANDS @ Corporate Login u

& HOME = Personal information > Initialize password (Corporate Customer)

Initialize password (Corporate Customer)

Only customers with a certificate or an OTP can register or reset their password.

Select initialize password

Select password @ [nitialize login password
© Initialize transfer password

o Initialize login/transfer password

[ —
Customer information

Branch Amsterdam A

ID

Customer verification number ?
Account number (-] ?

* Use keypad shown on the screen with your mouse for better security

Initialize login password

Password

Confirm password
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= Step 1. Secure Mobile App Process

1st Authentication 2nd Authentication
(Customer Identification » (Existed Security Certificate
Number, User PW) or SMS Certification)
Personal Corporate  Customer service About Us
© NETHERLANDS 'ﬂ Bank

£ HOME > Customer service = Secure Mobile App = Secure Mobile App RegisterfRe-Register)

Secure Mobile App Register(Re-Register)

Hana Bank Secure Mobile App is a stronger measure for customer authentication than previous security megsure

| 1 1st 2nd Registration Complet:
\ authentication authentication Guide Registrafjon
Input Customer Info suired field
User type @ Select -
User ID (]
User password (]
Personal or corporate
identification number

Account number

Certificate
L v
—
5 KEBOILILY &
rLocation
— = - ;
[ i @ g O
Hard Disk Portable Storsge  Crypto Token  Mobile
Drive Token Phone
Division User Expiration Issuer
Find Password for the digital certificate is case sensitive
A —
Delete @ The input for password after select certificate.

(Cox ) [Cconee )

OTP verification X

Enter OTP number
Please enter the 6 digits created in your OTP.

« Anew OTP password number will be generated every minute. Please make sure you enter the
password before the number changes by check the time bar.

Secure Mobile App Register(Re-Register)

Hana Bank Secure Mobile App is 3 stronger measure for customer authentication than previous security measure.

1st ’2 2nd Registration Complete
authentication | authentication Guide Registration
2nd authentication @ Requied fidd
Mabie phone number ° 8 En
Verfication Humber ° confim

Lot Tems: 0000 Sending Count 0/5

() sMs authentication guide

« If the mobile phone umber for SMS authenticalion & diflerent, t can be changed thiough the branch
+ You can fequest verification codes up to 5 times. If s exceeded, please y again



= Step 2. Secure Mobile App Install & User Register

Mobile Secure App
Install

User Enrollment _ PIN Setting
ID, Activation Code Input | (Face ID, Fingerprint Enroliment)

A\ 4

Secure Mobile App Register(Re-Register)

Wi LG U+ UE 2844
Hana Bank Secure Mobile APD Is 3 stronger Measure 107 Cusiomer suthentication than previous security measure

ton
-—
Step1. Installation of App o
Scan QR code to downlead Sacure Mobile App KEB Hana Baniceet
ANGrold phone users should search for “KEB Mana Bank Secure for EU™ in the Google
Playsioce and nstall the ago
IPhone users should search for "KEB Mana Bank Secure Jor EU™ n the App Store and install
the app
stpa. Add User
After Instaliation of App 1. Run Secure Modle App
2 Cicx "START
3 Input Username, Activabon Code(as below
4 input PIN(Tor Login App) & Cick "ACTIVATE"
5 1 you recanwe Success message n App
Ciick ‘Compiete’ in GRBS(STEPI)
User Nome ® rest Register User Info — Input in App
Activation Code @ 8807 8406

Activation Code Expire Time

20200805 02:21:20

Step3d. Complete registration

Piease ok 'Complele’ a%ar SuCoess Massage s racaived rom the app *

Click “Complete” button in E—banking.
After success message is received from the App

Success

Your activation was successful

dige
ACTIVATE




= Step 2 ~ 3. Complete User Register & Confirm

Get Success Message > Click “Complete” Button
in App in E-banking (Step 2.)

Complete Registration

4

Secure Mobile App Register(Re-Register)

Hana Bank Secure Mobile App is a stronger measure for customer authentication than previous security measure.

1st 2nd Registration | 4 Complete
authentication authentication Guide \. Registration
Success Complete Registration
Your activation was successful.
User Name TEST
Registration Date 2020/08/04 18:25:30

o Secure Mobile App use guide.

l * You can check the transaction details through Secure Mobile App and authenticate it easily.
* You need to re-register Secure Mobile App, if you lose your phone or delete the app.

Please click 'Complete’ after success message is received from the app. o |f )’OU want transaction TEST click 'TEST Transcation' button.
e

+ Step3. Complete registration



= Secure Mobile App Process Detall

User > User Authentication _ PIN Seti
App Execution (User ID, Activation code) " etting
w!!LG U+ LTE 2% 414 94% ()4

[J
V PIN cannot be empty.
6-digits minimum
At least 3 different digits

KEB HanaBank
Secure p @

CONTINUE

KEB Hana Bank Secure

ACTIVATE




Face ID
Enrollment(Selection)

& e ®@ g o

Confirm PIN Confirm PIN

B e PR

Face ID

Success

Your activation was successful.

Activation
In Progress...




Fingerprint
Enrollment(Selection)

A
& %
'KEB Hana Bénk Secure'?| S
Touch ID Your activation was successful.
Use fingerprint to login. Forgot your PIN?

Cancel

LOGIN




= Secure Mobile App Transaction Admission

PUSH Message
Click

Transaction > Global 1Q Bank
Admission Transaction Install

\ 4

A 4

Login

KEBHanaBa...

{7} 00:26

[Name of Transaction]
Overseas Remittance

@ 22’}\)\ [Remittance Amount]
99.00 USD
[Account No.]
123456789012

Forgot your PIN? .
9L [Name of Receiver]

BEN 6.12. TEST

LOGIN
ACCEPT
CANCEL
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